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The Lincoln Family of Companies is ki'c:king off
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Era—

& POWER PLAY®




LACvyber's exclusive online page
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For all things cybersecurity

92% OF ORGANIZATIONS HIT BY
CREDENTIAL COMPROMISE FROM
SOCIAL ENGINEERING ATTACKS
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Watch for the Iatest in cybersecurlty threats sent rlght to your mbox every week!

Car Dealerships Across US Halt Ser\m:es
After Cgberattack
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The Growmg Threat of Malware Concealed
Behind Cloud Services
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UNPATCHED BUG ALLOWS ANYONE
TO IMPERSONATE MICROSOFT
CORPORATE EMAIL ACCOUNTS

A researcher discovered a flaw that allows attackers to
impersonate Microsoft corporate email accounts.

The security researcher discovered a bug that allows anyone to impersonate
Microsoft corporate email accounts. An attacker can trigger the vulnerability to
launch phishing attacks.

The researcher demonstrated the bug exploitation to TechCrunch, and told
TechCrunch that he reported the bug to Microsoft, but the company replied that
it couldn’t reproduce his findings.

The researcher explained that the vulnerability works when an attacker sends an
email to Outlook accounts.

“He last followed up with Microsoft on June 15. Microsoft did not respond to
TechCrunch’s request for comment on Tuesday.” reported TechCrunch.
“TechCrunch is not divulging technical details of the bug in order to prevent
malicious hackers from exploiting it.”

The researcher,Vsevolod Kokorin, expressed surprise at the reaction to his
report, he pointed out that he was only offering assistance to Microsoft.
At this time the issue has yet to be addressed, and it is unclear if any threat
actors have already exploited it in attacks in the wild.

Click the shield to learn more
about LACyber’s services,
including email protection!
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Summer is here- why not host a Shredding Event with
Lincoln Archives!
Invite your clients, employees, co-workers, friends and
family to bring their confidential documents to be
shredded on-site at your location.

Check out our FAQ Page on Shredding Events
and book yours today!

BookiNow!




Are you feeling overwhelmed with cybersecurity?

Not sure where to begin?

You're not alone.

Take the First Step Today

Your business deserves the best defense.
Let'sstart building it together.
Click here to be connected with our Board Certified CISSP and start
navigate the complexities of cybersecurity with LA-Cyber.

Check out our website with resources for all
your cybersecurity needs!

Security Awareness Training

‘ uRISQ Cyber Privacy and Security Suite of Tools
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Client Testimonials

| Need Help

Very Simple Plans
Bill's Picks

Risk Assessment
Penetration Testing
Media Coverage
Legal Regulations
Education

Active Cyber Threats

Read our Newsletters

Phone: (716) 871-7040
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Congratulations to
Kevin Kohler, our
Storage Operations
Manager, for being
with Lincoln Archivess
for 15 years!




